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AF provided ECS Address Configuration Information that an AF may provide to the 5GC is described in Table 4.15.6.3d-1. The AF may associate ECS Address Configuration Information with a group of UE or with any UE.
Multiple AF may configure 5GC with AF provided ECS Address Configuration Information.
The Subscription provided ECS Address Configuration Information that a SMF may receive is described in Table 4.15.6.3d-2
For non-roaming and LBO cases, the ECS Address Configuration Information is provided to SMF as Session Management Subscription data. The ECS Address Configuration Information is associated with a DNN and S-NSSAI included in the message from UDM.
For HR cases, 
· when the HPLMN has the knowledge of EACI in the VPLMN, the ECS Address Configuration Information is provided to H-SMF as Session Management Subscription data. The ECS Address Configuration Information is associated with a DNN, S-NSSAI and PLMN ID included in the message from UDM.
· when the HPLMN does not have the knowledge of EACI in the VPLMN, for this scenario, as defined in clauses 6.5.2.6.2 and 6.5.2.6.3 of 23.548 [74], V-NEF stores the VPLMN EACI received from AF deployed in the VPLMN in V-UDR as Application data. The ECS Address Configuration Information for this case is associated with DNN, S-NSSAI and any UE.
The SMF is not expected to understand the internal structure of ECS Address Configuration Information.
Table 4.15.6.3d-1: Description of ECS Address Configuration Information provided by the AF
	Parameters
	Description

	ECS Address Configuration Information
	One or more ECS Configuration Information as defined in clause 8.3.2.1 of TS 23.558 [83].

	Target
	This may correspond to one of:
-	a group of UE identified by an external group Id (for non-roaming, LBO and HR case when HPLMN has the knowledge of EACI in the VPLMN);
-	any UE.

	PLMN ID
	The ECS Address Configuration Information is applied to the UE roaming in target PLMN.



Table 4.15.6.3d-2: Description of Subscription provided ECS Address Configuration Information (as sent to the SMF)
	Parameters
	Description

	ECS Address Configuration Information
	As defined in Table 4.15.6.3d-1. The SMF is not expected to understand the internal structure of ECS Address Configuration Information.




[bookmark: _Toc162424743][bookmark: _Toc162424744][bookmark: _Toc162424747]5.2.6.37.1	General
Service description: The ECS Address service in the V-NEF provides functions for ECS Address Configuration Information provision for a group of UE or any UE from AF and for subscribing and retrieving ECS Address Configuration Information and providing ECS Address Configuration Information to the V-SMF to support. For related procedures see clauses 6.5.2.6.2 and 6.5.2.6.3 of TS 23.548 [74].
This procedure is defined only for the support of HR-SBO, i.e. where the ECS Address is not associated with the subscription of an user of the PLMN operating the V-NEF and V-SMF.
NOTE:	There is thus no conflict with the usage of External Parameter Provisioning procedure to configure ECS Address Configuration Information for users of the PLMN operating the NEF and SMF.

5.2.6.37.2	Nnef_ECSAddress_Create service operation
Service operation name: Nnef_ECSAddress_Create
Description: The NF consumer requests to create ECS Address Configuration Information.
Inputs, Required: ECS Address Configuration Information.
Inputs, Optional: AF-service-identifier, AF Transaction Id, DNN, S-NSSAI.
Outputs, Required: Result Indication.
Outputs, Optional: None.

[bookmark: _Toc162424745]5.2.6.37.3	Nnef_ECSAddress_Update service operation
Service operation name: Nnef_ECSAddress_Update
Description: The NF consumer requests to update ECS Address Configuration Information.
Inputs, Required: ECS Address Configuration Information.
Inputs, Optional: AF-service-identifier, External Group Identifier AF Transaction Id, DNN, S-NSSAI.
Outputs, Required: Result Indication.
Outputs, Optional: None.

[bookmark: _Toc162424746]5.2.6.37.4	Nnef_ECSAddress_Delete service operation
Service operation name: Nnef_ECSAddress_Delete
Description: The NF consumer requests to delete ECS Address Configuration Information.
Inputs, Required: Either:
-	AF-identifier;
-	S-NSSAI and DNN;
-	ECS Address Configuration Information;
- 	AF Transaction Id.
The AF Transaction Id identifies the NF Service Consumer request for ECS Address Configuration Information to be deleted.
Inputs, Optional: External Group IdentifierNone.
Outputs, Required: Result Indication.
Outputs, Optional: None.

5.2.6.37.5	Nnef_ECSAddress_Subscribe service operation
Service operation name: Nnef_ECSAddress_Subscribe
Description: Provided by the NEF for NF consumers to explicitly subscribe the notification of changes of ECS Address Configuration Information.
Inputs, Required: Event ID, Notification Target Address (+Notification Correlation ID).
Inputs, Optional: list of (DNN, S-NSSAI), Internal Group Identifier.
Outputs, Required: Result Indication. When the subscription is accepted: Subscription Correlation ID (reference of the subscription).
Outputs, Optional: None.

[bookmark: _Toc162424776]5.2.8.2.2	Nsmf_PDUSession_Create service operation
Service operation name: Nsmf_PDUSession_Create.
Description: Create a new PDU Session in the H-SMF or SMF or create an association with an existing PDN connection in the home SMF+PGW-C.
Input, Required: SUPI, V-SMF ID or I-SMF ID, V-SMF SM Context ID or I-SMF SM Context ID, DNN, V-CN Tunnel Info or I-UPF Tunnel Info, addressing information allowing the H-SMF to request the V-SMF to issue further operations about the PDU Session or addressing information allowing the SMF to request the I-SMF to issue further operations about the PDU Session, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.18 of TS 23.501 [2]).
Input, Optional: S-NSSAI, Alternative S-NSSAI, PCO, Requested PDU Session Type, 5GSM Core Network Capability, Requested SSC mode, PDU Session ID, Number Of Packet Filters, UE location information, subscription get notified of PDU Session status change, PEI, GPSI, AN type, PCF ID, PCF Group ID, DNN Selection Mode, UE's Routing Indicator optionally with Home Network Public Key identifier or UDM Group ID for the UE, Always-on PDU Session Requested, Control Plane CIoT 5GS Optimisation Indication, information provided by V-SMF related to charging in home routed scenario (see TS 32.255 [45]), AMF ID, EPS Bearer Status, extended NAS-SM timer indication, DNAI list supported by I-SMF (from I-SMF to SMF), HO Preparation Indication. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses; QoS constraints from the VPLMN (as defined in clause 5.7.1.11 of TS 23.501 [2]), Satellite backhaul category, Notification of the SM Policy Association Establishment and Termination, PCF binding information, Disaster Roaming service indication, HR-SBO request indication, VPLMN EASDF/Local DNS Server/Resolver address, [ECS Address Configuration Information associated with PLMN ID of visited network], Indication of UE supports non-3GPP access path switching, [URSP rule enforcement reports].
Output, Required: Result Indication and if success a SM Context ID and in addition: QFI(s), QoS Profile(s), Session-AMBR, QoS Rule(s), QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s), H-CN Tunnel Info or PSA UPF Tunnel Info, Enable pause of charging indication, Selected PDU Session Type and SSC mode.
[bookmark: _Hlk164275109]Output, Optional: PDU Session ID, S-NSSAI, Cause, PCO, UE IP address, IPv6 Prefix allocated to the PDU Session, information needed by V-SMF in the case of EPS interworking such as the PDN Connection Type, EPS bearer context(s), linked EBI, Reflective QoS Timer, Always-on PDU Session Granted, information provided by H-SMF related to charging in home routed scenario (see TS 32.255 [45]), DNAI(s) of interest for this PDU Session (from SMF to I-SMF), indication of multi-homing support (from SMF to I-SMF). MA PDU session Accepted indication, Indication on whether Small Data Rate Control applies or not, HR-SBO authorization result, VPLMN Specific Offloading Information for HR-SBO, Offload Identifier(s), HPLMN DNS Server address, Local DNS Server/Resolver address in VPLMN, HPLMN address information (e.g. H-UPF IP address on N6), AF traffic influence information (from H-SMF to V-SMF in case AF interacts with HPLMN to influence HR-SBO session at VPLMN), Internal Group Identifier(s).
The V-SMF SM Context ID in the Input provides addressing information allocated by the V-SMF (to be used for service operations towards the V-SMF for this PDU Session).
The I-SMF SM Context ID in the Input provides addressing information allocated by the I-SMF (to be used for service operations towards the I-SMF for this PDU Session).
See clause 4.3.2.2.2 clause 4.11.1.2.2 clause 4.11.1.3.3 and clause 4.24 for details on the usage of this service operation.
See clauses 4.22.2.2 and 4.22.3 for detailed usage of this service operation for ATSSS.
See clause 6.7 of TS 23.548 [74] for HR-SBO request indication, HR-SBO authorization result, VPLMN EASDF address, VPLMN Specific Offloading Information for HR-SBO, Offload Identifier(s), HPLMN DNS Server address, HPLMN address information.
See clause 6.5.2.6 of TS 23.548 [74] for details on the EAS Configuration Address Information provisioning in roaming.


[bookmark: _Toc162424829]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
(NOTE 5)
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID, MTC Provider Information, AF Identifier

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	
	A2X Subscription data
	SUPI
	-

	
	ProSe Subscription data
	SUPI
	-

	
	Ranging/SL Positioning subscription data
	SUPI
	-

	
	User consent
	SUPI
	Purpose

	
	ECS Address Configuration Information (See Table 4.15.6.3d-1)
	SUPI, Internal group identifier or external group identifier or any UE
	DNN, S-NSSAI, (Serving) PLMN ID (NOTE 7)

	
	MBS Subscription data
(see clause 6.4.3 of TS 23.247 [78])
	SUPI
	-

	
	Ranging/Sidelink Positioning Subscription data
	SUPI
	-

	
	Operator Determined Barring data (see clause 2.3 of TS 23.015 [90] and TS 29.505 [91])
	SUPI
	-

	
	Shared data
	Shared Data ID
	-

	Application data
	Packet Flow Descriptions (PFDs) (NOTE 11)
	Application Identifier
	

	
	AF traffic influence request information for traffic routing
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 of TS 23.501 [2])
	For non-roaming and LBO:
S-NSSAI and DNN , accompanied with Internal Group Identifier(s) and/or Subscriber Category(s) or SUPI or "any UE" indication
For HR-SBO:
HPLMN S-NSSAI and DNN and either: HPLMN ID and IP address, or SUPI, or "any UE" indication, or "any UE" indication and HPLMN ID.
(NOTE 4) (NOTE 6) (NOTE 12)
	

	
	AF traffic influence request information for service function chaining
	AF transaction internal ID
	

	
	(See clause 5.6.16 and clause 6.3.7.2 of TS 23.501 [2])
	S-NSSAI and DNN
and
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4) or "PLMN ID(s) of inbound roamer" or GPSI or Application Layer ID
	

	
	EAS Deployment Information
(See clause 7.1 of TS 23.548 [74])
	DNN and/or S-NSSAI
	Application Identifier and/or Internal Group Identifier

	
	ECS Address Configuration Information (See Table 4.15.6.3d-1)
(NOTE X)
	DNN, S-NSSAI and “any UE” indication
	

	
	AM influence information (See clause 4.15.6.9.3)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication or any inbound roaming UEs (NOTE 4, NOTE 8)
	

	
	AF request for QoS information (See clause 4.15.6.14)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 of TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 of TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	
	Network Slice Specific Control Data
(See clause 6.2.1.3 of TS 23.503 [20])
	S-NSSAI
	

	
	5G VN Group Specific Control Data (See clause 6.2.1.3 of TS 23.503 [20])
	S-NSSAI and DNN
and/or
Internal Group Identifier
	

	
	Operator Specific Data
	SUPI or GPSI
	

	
	Planned Data Transfer with QoS requirements data
(See clause 6.2.1.6 of TS 23.503 [20])
	PDTQ Reference ID. (NOTE 10)
	

	
	
	None. (NOTE 9)
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	
	DNAI mapping information
	DNN and/or S-NSSAI
	

	NOTE 1:	Retrieval of the stored Background Data Transfer data for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer data in the UDR requires a Data key to refer to a Background Data Transfer data as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP Identifier that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4 of TS 23.503 [20].
NOTE 4:	When the Data Key targets "any UE", then the request to UDR applies on Application data that applies on all subscribers of the PLMN. For encoding, see TS 29.519 [82].
NOTE 5:	Group Data includes 5G VN group configuration, DNN and S-NSSAI specific Group Parameters and any other data related to a group stored in the UDR.
NOTE 6:	If a list of Internal Group IDs is used, the AF traffic influence request information request applies to the UEs that belong to every one of these groups, i.e. a single UE needs to be a member of every group in the list of Internal Group IDs.
NOTE 7:	When the Data Key targets "PLMN ID", then the request to UDR applies on subscription data about subscribers roaming in this PLMN.
NOTE 8:	In LBO roaming scenarios, when the AF request targets "any inbound roaming UEs", the AM influence information applies to the roaming subscribers from a PLMN or from any PLMN.
NOTE 9:	Retrieval of the stored Planned Data Transfer with QoS requirements data for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 10:	Update of a Planned Data Transfer with QoS requirements data in the UDR requires a Data key to refer to a Planned Data Transfer with QoS requirements data as input data.
NOTE 11:	Each PFD (as defined in TS 23.503 [20]) may be complimented with a source NF type which indicates the type of NF that has generated the PFD (i.e. AF or NWDAF). Absence of a source NF type indicates that the AF is the source of the PFD.
NOTE 12:	further information about HR-SBO case and how these keys are used, see clause 4.3.6.1.
NOTE X:   The ECS Address Configuration Information as part of application data is used for HR roaming case as defined in 6.5.2.6 of TS 23.548 [74].



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in clause 5.6.7, Table 5.6.7-1 of TS 23.501 [2]. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.

[bookmark: _Toc162424699]5.2.6.27.2	Nnef_UEId_Get operation
Service operation name: Nnef_UEId_Get
Description: Get the UE identifier.
Inputs, Required: GPSI or UE address (i.e. IPv4/IPv6 address or MAC address) or External Group Identifier(s).
NOTE 1:	External Group Identifier(s) cannot be used for HR-SBO sessions.
Inputs, Optional: DNN, S-NSSAI, Port number (e.g. TCP or UDP port), IP domain, Application port ID, MTC Provider Information, AF Identifier.
Outputs, Required: Result, GPSI either as an AF specific UE Identifier represented in the form of an External Identifier, or in the form of a MSISDN or SUPI or Internal Group Identifier(s).
NOTE 2:	SUPI can only be exposed to roaming partners.
NOTE 3:	The AF specific UE Identifier in GPSI form of MSISDN can only be exposed to a trusted AF when allowed and authorized by the operator as described in clause 4.15.10A.
Outputs, Optional: None.

******************* END of Changes *******************
